There are 2 questions the same, with differing commands in the graphic. The first answer is included so as to differentiate them. 

Assuming the ACL in the graphic is correctly applied to an interface,

Graphic has 2 commands

Access-list 147 deny tcp 172.16.0.0 0.0.255.255 any eq23

Access-list 147 permit any any

First answer

All traffic to network 172.16.0.0 will be denied.

Assuming the ACL in the graphic is correctly applied to an interface,

Graphic has 1 command

Access-list 120 deny tcp host 192.168.15.4 any eq 21

First answer

Host 192.168.15.4 will be denied ftp access to any destination

Create a standard ACL that will deny traffic from 192.5.5.25

Diagram shows 2 routers, each with a switch attached, connected via serial ports. The first network attached to the switch on router A has the IP address of 192.5.5.0 and is connected to Fa0/0 (on router A). S0/0 on router A is connected to s/0/1 on router B. (no Ip’s given) Fa0/0 on router B is connected to the switch with network address 210.93.105.0

Select the commands that will apply the ACL in the diagram

Diagram depicts 2 routers connected via a serial cable. Each router is connected to a switch. Router 1 is connected to the switch on E0 to the network address 192.168.1.0

Router 1 S0 is connected to router 2 S1. Router 2 connects to the switch on E0, network address 192.168.2.0. There are 2 commands listed

#access-list 10 deny 192.168.1.0 0.0.0.255

#access-list 10 permit any

Refer to the exhibit. The network administrator has connectivity to the routers and networks in the diagram

Diagram illustrates a system administrator connected to router Carlisle on Fa0/0. Carlisle is connected via Serial 0/0 to Mt Holly Serial 0/1. Fa0/0 on Mt Holly is connected to the web server
